
This Privacy Policy governs the privacy terms of Aaron Home 

Security owned by Master Home Security s.r.o. It was last 

updated and posted on June 25, 2021, and is subject to change 

without notice. If you have any questions, feel free to contact us 

at support@homesecuritycamera.app. 

We value your privacy above all else. We have developed this 

Policy accordingly for you to know what data we collect, how 

we collect it and how we disclose and make use of your 

personal information. We will identify the purposes for which 

information is collected and the information will only serve to 

fulfill those purposes specified by us. The information will be 

collected by lawful means and with the knowledge or consent of 

the individual. We will protect personal information against 

unauthorized access, copying, loss or theft and against 

unlawful use or modification. We will have information about 

our policies and storage of personal information available to all 

customers. 

There are two types of information you provide us with by using 

Aaron Home Security. “Non- Personal Information” is 

information that is not personally identifiable to you and that we 

automatically collect when you access our app. It may also 

include publicly available information that is shared between 

you and others.“Personally Identifiable Information” is non-

public information that is personally identifiable to you and 

obtained in order for us to provide you within our App. 

Personally Identifiable Information may include information 

such as your name, email address, and other related 

information that you provide us with or that we obtain by your 

actions. 

Information We Collect 



Generally, you control the amount and type of information you 

provide to us when using our App. 

As a free-version user, you can browse Aaron Home Security 

without restrictions and you are not required to provide us with 

any 

identifiable information. You are not required to provide us with 

any Personally Identifiable Information as a Visitor. 

Computer Information Collected 

When you use our app, we automatically collect certain 

information – the way you interact with our app. This 

information is considered non- personal and includes cookies 

(you can read about our use of cookies later on), geographical 

information (to determine your location), automatic information 

(such as your IP address, internet provider, type of mobile 

device, operating system), log data (time and date of your visit 

and time spent on each page, and other statistics). All of this 

information helps us analyze your and other users’ behavior 

and make changes to our app based on these statistics. 

How We Use Your Information 

We use the information we receive from you as follows: 

Customizing Our App  

We use all of the above-mentioned non- personal information 

and statistics to customize the app and changing the app 

according to the analysis. 

Sharing Information  

We do not sell, rent, or otherwise provide your Personally 

Identifiable Information to third parties for marketing purposes. 



We may provide your Personally Identifiable Information to 

affiliates that provide services to us with regards to our App (i.e. 

payment processors for the purchase of a Premium account); 

such affiliates will only receive information necessary to provide 

the respective services and will be bound by confidentiality 

agreements limiting the use of such information. 

Data Aggregation  

We retain the right to collect and use any non- personal 

Information collected from your use of our App and aggregate 

such data for internal analytics that improve our App and 

Service as well as for use or resale to others. At no time is your 

Personally Identifiable Information included in such 

dataaggregations. Legally Required Releases of Information 

We may be legally required to disclose your Personally 

Identifiable Information, if such disclosure is (a) required by 

subpoena, law, or other legal processes; (b) necessary to 

assist law enforcement officials or government enforcement 

agencies; (c) necessary to investigate violations of or otherwise 

enforce our Legal Terms; (d) necessary to protect us from legal 

action or claims from third parties including you and/or other 

Members; and/or (e) necessary to protect the legal rights, 

personal/real property, or personal safety of Master Home 

Security, s.r.o., our Users, employees, and affiliates. 

Security 

We intend to protect your personal data and the data stored in 

our systems in agreement with proven methods for information 

protection. We are constantly improving and implement state-

of-the-art technical, physical and administrative protective 

measures to help to protect your personal information, data and 

collected information from unauthorized use. 



We utilize practical protection measures to safeguard against 

the loss, abuse, and modification of the individual Data under 

our control. 

The rights of Users 

Users may exercise certain rights regarding their Data 

processed by the Owner. 

In particular, Users have the right to do the following: 

 Withdraw their consent at any time. Users have the right to 

withdraw consent where they have previously given their 

consent to the processing of their Personal Data. 

 Object to processing of their Data. Users have the right to 

object to the processing of their Data if the processing is carried 

out on a legal basis other than consent. 

 Access their Data. Users have the right to learn if Data is being 

processed by the Owner, obtain disclosure regarding certain 

aspects of the processing and obtain a copy of the Data 

undergoing processing. 

 Verify and seek rectification. Users have the right to verify the 

accuracy of their Data and ask for it to be updated or corrected. 

 Restrict the processing of their Data. Users have the right, 

under certain circumstances, to restrict the processing of their 

Data. In this case, the Owner will not process their Data for any 

purpose other than storing it. 

 Have their Personal Data deleted or otherwise removed. Users 

have the right, under certain circumstances, to obtain the 

erasure of their Data from the Owner. 



 Receive their Data and have it transferred to another 

controller. Users have the right to receive their Data in a 

structured, commonly used and machine readable format and, 

if technically feasible, to have it transmitted to another controller 

without any hindrance. This provision is applicable provided 

that the Data is processed by automated means and that the 

processing is based on the User's consent, on a contract which 

the User is part of or on pre- contractual obligations thereof. 

 Lodge a complaint. Users have the right to bring a claim before 

their competent data protection authority. 

Details about the right to object to processing 

Where Personal Data is processed for a public interest, in the 

exercise of an official authority vested in the Owner or for the 

purposes of the legitimate interests pursued by the Owner, 

Users may object to such processing by providing a ground 

related to their particular situation to justify the objection. 

Users must know that, however, should their Personal Data be 

processed for direct marketing purposes, they can object to that 

processing at any time without providing any justification. To 

learn, whether the Owner is processing Personal Data for direct 

marketing purposes, Users may refer to the relevant sections of 

this document. 

How to exercise these rights 

Any requests to exercise User rights can be directed to the 

Owner through the contact details provided in this document. 

These requests can be exercised free of charge and will be 

addressed by the Owner as early as possible and always within 

one month. 



Additional information about Data collection and processing 

Legal action 

The User's Personal Data may be used for legal purposes by 

the Owner in Court or in the stages leading to possible legal 

action arising from improper use of this Application or the 

related Services. 

The User declares to be aware that the Owner may be required 

to reveal personal data upon request of public authorities. 

Additional information about User's Personal Data 

In addition to the information contained in this Privacy Policy, 

this Application may provide the User with additional and 

contextual information concerning particular Services or the 

collection and processing of Personal Data upon request. 

System logs and maintenance 

For operation and maintenance purposes, this Application and 

any third-party services may collect files that record interaction 

with this Application (System logs) use other Personal Data 

(such as the IP Address) for this purpose. 

Cookies 

By using our websites you are agreeing to our use of cookies. 

You are informed about the use of cookies by a pop-up pane 

when visiting the site. 

The so-called cookies are tiny text files sent to the user’s 

browser when he or she visits our website. Cookies help us 

record information about your visit to our sites. 



We use both a type of cookies that expire when your browser 

visit ends and another type of cookies that have a set date of 

expiration. 

Cookies allow us to distinguish users through arbitrarily 

assigned ID numbers, keep track of a number of visits to our 

sites, throttle server request rates and access information about 

users’ visits to our sites, from which sites the users have 

arrived, what their session states currently are and when they 

end. This information is used for running and improving our 

services and is shared only with our analytics, advertising, and 

social media partners. You can read about how they use your 

data here. 

Most common browsers offer a way to manage cookies. This 

method may be to some degree limited in mobile browsers. 

You can find more information about managing cookies in the 

help or support sections of your browsers. 

 


